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Business Drivers 

The business drivers are external or internal influences that significantly impact and/or set direction for programs In California. Identifying and prioritizing these are the critical first step in creating the Blueprint , ensuring that the State shares a common understanding of the strategic issues and influences affecting California over the next three to five years. Members of the E-GOV Task Force were then asked to develop and prioritize these drivers based upon: 

· Importance to the State

· Requires the State to change the way business is done

· Overall impact to California, government and/or society.

Based upon the results of this effort the business drivers are divided into 3 categories: critical, medium importance and low priority. The Blueprint will be designed to support the critical business drivers as ranked by the members of the E-GOV Task Force. Although the medium importance and low priority business drivers will not be specifically targeted, they will still be impacted by the Blueprint.

BD-1. Provide direct information access. Provide increased access to information including direct access to government information and services in response to the customer, both internal (employees) and external (citizens), requirements.

BD-2. Assure accurate and timely service delivery. Improve customer service and satisfaction through delivery of measurable timely and accurate service.

BD-3. Provide high quality end products. Develop and provide end products that satisfy customers’ demands and fulfill their expectations. 

BD-4. Increase service delivery mechanisms. Provide increasingly varied service delivery mechanisms (e.g. self-service, face-to-face, phone, Internet) in response to customers’ demands.

BD-5. Provide timely access to decision support information. Provide timely access to strategic and operational decision support information. The current lack of management information hinders planning, decision making, and responsiveness. 
BD-6. Provide a single point of customer contact. Institute single points of customer contact by establishing partnerships and redistributing work. 
BD-7. Respond to increased competitive pressures. Respond to increased competitive pressures from private companies and other public agencies.

BD-8. Accomplish more work with fewer resources. "Do more with less," in response to funding fluctuations and business cost increases. This applies to personnel resources, information systems and business processes.

BD-9. Improve and maintain a results-oriented outlook. Focus on outcomes and accountability rather than processes and staff levels. Public agencies are increasingly emphasizing a results-oriented approach.

BD-10. Recognize and adapt to frequent business process changes. Introduce frequent business process adjustments in response to a rapidly changing legislative and business environment.

BD-11. Explore alternative funding sources. Identify alternative, sustainable funding sources such as revenue generation in response to budget uncertainties and funding decreases.

BD-12. Respond to needs of a growing and diverse customer (State population) base. Provide major population segment multilingual services

BD-13. React to economic dependency on business/employer growth. Provide services to encourage small and medium sized businesses

Business Requirements Worksheet

05. Deliver services that are quicker in response 

07  One doorway

07. "Seamless one-stop shopping" for a range of Government services from multiple Government Departments. 

07. Access through links from other parts of the Department, or other Departments, which offer associated services - for example vehicle registration

07. Deliver government as a one-stop service for citizens and businesses. 

07. Deliver services that are more accessible 

07. Deliver services that are more convenient 

07. Direct access into the Department or Agency which owns the service, principally from customers who want the specific service offered 

07. New systems will be developed to a common standard.

07. Some businesses will find it difficult to relinquish their traditional systems in which significant investment may have been made.

08  Anywhere, anyway

08. Access from a wider range of locations, including the home and workplace, using a range of different access methods. 

08. Citizens and businesses will use a wide variety of channels to communicate with the Portals. 

08. Customers will want to communicate with the Portals through a wide range of different access channels, most of these access channels are currently undefined or continuing to evolve.

08. Deliver services that are more accessible 

08. Deliver services that are more convenient 

08. Direct electronic channels, for example internet access through a customer's PC, interactive television or kiosk. 

08. Face-to-face channels where the customer interacts directly with an agent who is able to communicate with the Portal using a direct electronic channel. 

08. Focus on the customer groups which could be persuaded to use PC or call center access technologies. 

08. Marketing communication programs can be targeted at specific customer segments in specific regions but information should be combined with direct support, either through a physical presence or call centers. 

08. Network paths to service providers should be provided using multiple, diverse routes.

08. The scale of usage is undefined and may vary significantly. 

08. Voice telephony channels where the customer contacts a call center agent by telephone who is able to communicate with the Portal using a direct electronic channel. 

09  Provide utility like reliability

09. 24 hour, 7 day per week service. 

09. Difficult to predict growth rates for the market

09. Monitoring the service volumes. 

09. Portals will see a significant number of visitor connections, even though they will service only some of the requests directly. 

09. The infrastructure must be built with scalability and responsiveness in mind to mitigate the risks from inaccurate traffic forecasts. 

09. The nature of web traffic and the limited data available make accurate forecasting impossible. 

10   Increase efficiency of delivery

10.  Deliver services that are less costly to the taxpayer, promoting efficiency between Government Departments. 

10.  The "look and feel" must not only meet customers' needs but also support Government objectives.

10. A common access technology must be provided within the Portals which will provide the flexibility to add channels freely as and when required without impedance from technological constraints. Technology must provide a low cost, easy to implement interface that supports multiple channels. 

10. An isolation layer will allow ongoing development of the Departmental systems without a development requirement on the Portal architecture. 

10. Architecture must remain as flexible as possible to preserve the benefits for all.

10. Based on proven, widely available and used technology 

10. In order to bring discipline and structure standards should be developed for the data format between systems. 

10. Increased efficiency through electronic delivery and authorization. 

10. Location-independent application naming, capability registration, activation, and dispatching of requests or data achieved through an access method which is common across all platforms 

10. Open standards need to be proscribed and that the interface standards needed to ensure good interworking must be defined. 

10. Portals will be one of a number of methods of electronically accessing appropriate State Government, Departmental and ultimately Local Government services or information

10. Provide connectivity from the Departmental systems, including legacy systems, to the Portal through appropriate interface systems. 

10. Support batch communications. 

10. The Portal architecture must remain open and flexible, so that services can be integrated as they become available.

11  Life event focus

11. Access from other similar Portals which could, for example, be focused on another or the same "life event", for example marriage or moving house. 

12  Simplify access to Government

12. A reduction in the cost, time and complexity to implement distributed client-server applications by eliminating custom integration code at the network and operating system level 

12. Common search facilities to provide information across the range of services contained within the Portal service set. 

12. Deliver service with a consistent "look and feel" to users, both operationally and visually.

12. Deliver services that are easier to use to access information and services 

12. Encapsulation of existing legacy applications and data without modifying source code, to allow the integration of existing applications into new client-server architectures 

12. Evolution towards an object-orientated, software development approach that allows existing software to be widely retained and simplifies the integration of new software where this is required. 

12. Fast, electronic interchange of information.  Scalable to accommodate growing and changing usage requirements with cheap incremental increases in size 

12. In defining the access channels for the Portal, the minimum requirement should be to provide access through; the internet, which in the is expected to include access through mobile phones and interactive television; call centers; and at least one intermediary with the ability to provide access to a wider spectrum of customers, for example a retail bank.

12. Isolation of clients and servers from changes in network topology and protocols 

12. New systems will be developed to a common standard.

12. Offer appropriate services and products that are focused on a customer's preferences, as disclosed by his or her interaction with government. 

12. Provide access channels which will appeal to the widest cross-section of the public and business. 

12. Provide the connectivity for customers to the common information and services. 

12. Simplify access to Government Provide a range of services provided through the systems of the Government Department that owns the service. 

12. The "look and feel" must not only meet customers' needs but also support Government objectives

12. The minimum electronic service set which the Government intends to deliver to citizens and business  must be defined.

12. The service set may be modified by the ability of individual Departments and Agencies to develop services in electronic format within the required timescale. 

12. Use common web interface technologies 

13  Add new services (expandability

13. Adhering to the proposed technical standards and architecture 

13. Be able to cope with a variety of channels. 

13. Enable the adding of new channels. 

13. Have the ability to add new access channels without technological constraint or implications on the service delivery architecture.

13. New systems will be developed to a common standard.

13. Offer customers alternative channels using more familiar interfaces.

13. Open standards need to be proscribed and that the interface standards needed to ensure good interworking must be defined.

13. Portals will support a wide range of popular services through several channels, while communicating with a number of government departments. To achieve this the network architecture must be scalable.

13. Provide access channels which will appeal to the widest cross-section of the public and business. 

13. The ability to integrate new delivery channels using the functions developed previously. 

13. The infrastructure must allow for additional resources to be brought on-line quickly and for the capacity of each of its fundamental components to be upgraded as the need arises.

13. The means to add new services through the existing delivery channels without major changes to the existing service set of the Back Office legacy systems

14  Confidentiality 

14. A wide range of authentication levels are in use for Government services ranging from the level of identity check which is required for the provision of services to a much lower level of authentication needed for a change of address. 

14. Be able to action requests in real-time.

14. Comparative authentication levels for electronic services have not yet been defined. 

14. Ensure that information relating to specific services is only sent to the appropriate Department to safeguard the rights of the individual. 

14. Equipped to handle digital authorization.

14. Notify the user that the request has been fulfilled, but this should be carried out only once, rather than separately by each system involved.

14. Privacy and Confidentiality must be protected. 

14. Protect Confidential information. 15.  Insulate the access channels from the complexity of the legacy systems 15. Access to "all' Government Back End services from 'all' delivery channels

14. Recognize need for sophisticated customer data management and the basis for partnerships. 

14. The integrity and confidentiality of this information must be protected with the Portal treated as a Confidential site because of the aggregated data which it holds. 

14. The levels of authentication remain to be resolved. 

15  Security

15 Portals must exhibit characteristics such as multiple paths, graceful degradation and self-healing. 

15.  Confidentiality will be provided using encryption between the desktop and the Web server. 

15. A firewall will limit network access between the Client and processing systems. 

15. As paper processes are replaced by electronic and more processes are automated, care will be needed to ensure on a case-by-case basis that levels of authentication are not reduced. 16.1 

15. Deliver services that are more resistant to fraud 

15. Encryption beyond the Web server will also be required. 

15. Leadership within Government in the development of electronic delivery methods which are resistant to fraud 

15. Protect the integrity of the information, authenticate the source, and prevent repudiation. 

15. Resistant to single point failures and denial of service attacks. 

15. Support the transportation of messages to obtain the appropriate level of authentication and access the services or information. 

15. The connection between the Web server and Application server will be protected through the use of a controlled environment.

15. The responsibilities of each system in sending notifications along the chain must be established. The user will need to know in real time that the service request was received, whether it was complete and correct, and possibly when the request will be actioned. 

16  Privacy

16. Privacy and Confidentiality must be protected. 

16. Provide 40 bit encryption to provide sufficient protection based on the volume of sensitive information and the threat, if stronger protection is required 128 bit encryption should be used. 

16. The acknowledgements will be transmitted to ensure that delivery was confirmed and that the message could not be repudiated. 

Org Organizational

Org. Electronic commerce will cause these Department and Agency boundaries to be redefined. 

Org. More complex with Portal and service providers positioned between the Department and the customer or traditional intermediary. 

Org. Some of the new services, or simply the new ways of delivering them, may involve significant realignment of business processes, bringing changes in culture and working practices.

Org. Where services cross and blur the traditional boundaries and existing agreements, new definitions for management and responsibility will have to be drawn up so that: End to end service provision is managed, Responsibility for each part of the service delivery is allocated Service level agreements exist at each boundary, Standards to achieve a common "look and feel" are available  Departments understand their boundaries of responsibility and customers understand who they are dealing with Responsibilities for the resolution of service problems are clear. 

PM  Project Management 

Pm.  Some Departments are already offering a range of electronic services and the initial  Portal implementation can only offer a smaller range of services. 

Pm. Architecture must remain as flexible as possible to preserve the benefits for all.

Pm. Build a smaller version of the portal linking to the systems of limited number of Departments 

Pm. Business cases with their associated benefits analysis will need to be tightly defined to prevent overestimation or double counting of the benefits. 

Pm. Decisions must not taken which will preclude those Departments joining later.

Pm. Do staged implementation, pilot first providing a first tentative insight into the view which the user will see. 

Pm. Implement the base level access channel infrastructure of: Internet access, call center access, access through an intermediary. 

Pm. Implementation will need to be tight so that the lessons learned in Pilot development and implementation can be carried forward to the full implementation. 

Pm. Implementation will need to be tightly defined in order to deliver within the required timescales.

Pm. Initially the call center access should be through an established facility.

Pm. Maintain close links with those Departments that have an advanced e-government program in order to ensure that all services are compatible with the Portal model and that services build upon each other rather than duplicating functionality.

Pm. Scalability beyond the capabilities of traditional two tier architectures. 

Pm. Second stage pilot will test the principles embedded within the full implementation. 

Pm. Some Departments will take considerably longer than others to implement electronic services.

Pm. Some of these issues could be addressed by branding Departmental sites as Government Portals with a similar "look and feel". 

Pm. Some users are exclude because of technophobia or lack of access because of low income. 

Pm. Structured to accommodate different legacy requirements 

Pm. Support legacy systems that are only able to accept and action requests in a batch mode

Pm. The Departmental systems with which the Portals will communicate are complex 

Pm. The means to allow applications, services and components, implemented in different systems and across different platforms, to transparently invoke, control, and interact with each other 

Pm. The Pilot will connect to the readily available systems and channels rather than through new development. 

Pm. The Portal architecture must remain open and flexible, so that services can be integrated as they become available.

Pm. The Portals will not only take traffic directed at services that are centrally accessed, but will also have to provide routes to services hosted on Departmental portals and to existing Departmental or Agency websites. 

Pm. The range of expertise needed to successfully implement the Portal will be extensive. 
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